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SVAWorks™ is used to conduct security vulnerability analysis (SVA) for processes. Both
cyber and physical SVA can be performed. Also, checklist studies of security issues can be
conducted.

KEY BENEFITS

+ Use multiple SVA methods including asset- » Navigate easily between worksheets
based, scenario-based and sneak path « Customize template files to use for future
* Incorporates Rings of Protection Analysis studies
* Link common entries throughout your project + Select from standard customizable reports or

- Create a master database of countermeasures create and configure your own

and recommendations e Intuitive user interface

* Pre-enter common data in quick entry lists for
use throughout studies
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SVAWorks Scenario Based sample worksheet




